**Privacy & Terms Of Use**

**Visitors – Prospects – Participants**

1. **SCOPE**

ESI Group is committed to ensuring that your privacy is protected. This privacy policy sets out how ESI Group uses and protects any information that you communicate to ESI Group when you use this website or when you participate in our company's events (virtual or physical) (hereinafter together referred to as the "Service(s)"). The present privacy policy may be supplemented by additional elements specified in all or part of a Service provided.

If you are a customer of our company, the personal data processing policy relating to our products and services is available [here](https://www.esi-group.com/data-privacy-terms-for-clients) and this policy does not apply to your status as a customer.

If you are a service provider of our company, the policy for processing personal data relating to our products and services is available [here](https://www.esi-group.com/privacy-terms-of-use) and this policy does not apply to your status as a service provider.

The company ESI or its subsidiaries ("ESI") which owns or administers the Services, as identified therein, is the main controller of the personal information processed therein.

When you access one of our Services, you may be asked to provide personal data by filling in registration forms: these indicate what types of personal data are required. You may choose not to submit the requested data, but this may limit or prevent your access to the Service.

1. **COLLECTION OF PERSONAL DATA**

We collect your personal data in three ways: the data you provide to us, the data we obtain from third-party sources, and through your use of our Services.

Registering or using on the Service will allow you to download documents, access data or have it sent to your email address.

The personal data we collect directly from you depends on your relationship with the Service and may include:

* Your contact details, such as name, e-mail address, business title, postal address, social networks, and telephone number;
* Service login credentials, such as username, password and other information related to the security of these credentials;
* Other account registration and profile information, such as job title, educational and professional background and qualifications, and photograph.
* Payment details, such as credit card number;
* Comments, and other information you provide to us, including search requests, questions and information you send to customer service; and/or
* Communication interests and preferences, including preferred language.

We may also obtain your contact details and other personal information from our affiliates and other third parties, including:

* social networks when you grant the Service permission to access your data on a social network;
* service providers who help us determine your location in order to personalize certain services based on your location;
* companies with which we offer joint services; and/or
* publicly available sources and data providers from whom we obtain data in order to validate and supplement the information we hold.

We may automatically collect information about how you interact with the Service, including:

* Computer information, connection environment, i.e. IP address, browser type and version, operating system, and other software installed in your environment, mobile platform, technical identifier(s), error reports and execution data;
* Usage data such as the features you have used, the settings you have selected, the data you have clicked on, including date and time, and the pages viewed; search terms; pages visited and searched on the Service;
* for training services, course modules and test questions that you consult or answer; and/or
* For location-based Services, the region, city or town where your device is located in order to provide you with more relevant content based on where you are in the world

We collect this data through our servers and the use of cookies and other technologies. Cookies are small text files that can be read by a Web server in the ESI domain that placed the cookie on your hard drive. We may use cookies and other technologies to store your preferences and settings, assist you in logging into the Service, provide targeted advertising and analyze site operations. You can control cookies through your browser settings and other tools. However, if you block certain cookies, you may not be able to register, login, or access certain parts or make full use of the Service. For further details, please consult the [Cookies Policy](https://www.esi-group.com/cookies-policy).

1. **PROTECTION OF CHILDREN**

We do not process any data concerning children and refuse registration for minors under the age of 18. By pressing the registration key, you automatically confirm that you are over 18.

1. **USE OF PERSONAL DATA**

We process personal data for the following purposes:

* To provide, activate and manage your access to and use of the Service;
* To process and respond to a request, order, download, license subscription or other transaction.
* Respond to your requests, inquiries, comments and concerns;
* Improve the Service and our other products, events and services, and develop new products and services;
* analyzing sales and marketing statistics, Providing targeted advertising, promotional messages, notifications and other information relating to the Service and your interests;
* creating personalized sales proposals, Offer personalized content and other customizations to make the Service more relevant to your interests and geographic location;
* communicating with customers, prospects, suppliers, vendors and partners about products, services, projects, transactions...
* Notifying you of changes, updates and other announcements relating to the Service and our other products and services;
* evaluating customer satisfaction, making marketing campaigns...
* Invite you to participate in Service usage surveys, sweepstakes, contests and promotions
* Identifying usage trends and developing data analysis, including for research, auditing, reporting and other business purposes, including determining the effectiveness of our promotional campaigns and evaluating business performance;
* ensuring compliance with legal obligations
* respecting our contractual agreements (legal claims)
* marketing Activities & communications (invitations, news & updates).

All preferences are managed through the preference center.

1. **SHARING YOUR DATA**
2. **Your Company**

If you access the Service through a subscription managed by your organization, your personal data and certain usage data collected by the Service may be accessed and shared with your organization's subscription manager for the purposes of analyzing usage, managing the subscription, providing training and support.

1. **Third Application**

If you access a third-party application present on the Service your personal data may be shared with the publisher of that third-party application so that the latter can provide you with access to the application, subject to the terms of its license agreement and privacy policy.

1. **Our group companies and service providers**

Depending on the services provided, we share information with:

* Our affiliates, trade names and divisions within the worldwide and certain KEYSIGHT group companies that provide technology, customer service and other shared service functions; and/or.
* - Our service providers, suppliers, distributors, agents and representatives, including, but not limited to, credit institutions, customer support, e-mail service providers, event venues, and IT service providers, marketing service providers, search providers, mailing companies and shipping agents;
* to process information necessary to provide the service, complete a transaction or fulfill your request or otherwise on our behalf, based on our instructions and in accordance with this privacy policy and any other appropriate privacy and security measures.
1. **Feedbacks**

We may share your personal data with our affiliates and partners who wish to send you information about their products and services that may be of interest to you, as determined by your choices in managing your communication preferences and other settings.

The Service may allow you to share your personal data, comments and other content. Any such contribution disclosed by you publicly may be collected and used by others. Please exercise caution when disclosing personal information in these public areas.

1. **Legal reasons**

We will also disclose your personal data if we are satisfied that such disclosure is necessary to:

* comply with any applicable law, regulation, legal process or other legal obligation;
* detect, investigate and help prevent security, fraud or technical problems;
* protect the rights, property or safety of ESI GROUP, our users, employees or others; and
* carry out a general transaction, such as a transfer of assets or an acquisition through a merger with another company.
1. **PURPOSES**

Where we collect or process your personal data in compliance with European data protection laws and any other applicable law, we do so:

* if necessary to provide the Service, complete a transaction or perform a contract with you or at your request prior to entering into a contract;
* if necessary to comply with applicable law or any other legal obligation;
* if necessary to perform a task in the public interest;
* if necessary to prevent fraud, to enable our customers to comply with their legal obligations;
* if necessary, with your consent and/or
* if necessary for the operation of our business, to protect the security of our systems, customers and users, to detect and prevent fraud, or to look after our legitimate interests, unless your interests or fundamental rights and freedoms require greater protection of your personal data than our legitimate interests.

Where we rely on your consent to process your personal data, you have the right to withdraw your consent at any time, and where we rely on legitimate interests, you have the right to object.

1. **CONFIDENTIALITY, COMMUNICATION AND TRANSFER**

The data will be kept on an ESI Group server, or a supplier’s server, protected by all the necessary precautionary measures to avoid fraudulent access.

Your personal data may be stored and processed in your region or another country where ESI GROUP, its subsidiaries and their service providers maintain servers and locations. We take steps, including through contracts, to ensure that information continues to be protected where it is located in a manner consistent with the standards of protection imposed by applicable law.

1. **PERSONAL DATA RETENTION PERIOD**

ESI Group does not store your Personal Data for more time than necessary. Retention periods may vary depending on the data categories and the processing activities.

After this retention period, your personal data may be archived to comply with the legal and regulatory obligations to which ESI is subject to, or deleted.

1. **RIGHTS OF ACCESS, CORRECTION, REMOVAL OR DELETION OF YOUR DATA**

The Service may allow registered users to access account information directly, consult it and make corrections or updates to it after logging in and at any time. Updating such data is the responsibility of the user. Registered users may also close their account directly via the Service or by contacting ESI GROUP.

You can personalize and manage the communication preferences and other settings available to you when you register with the relevant Service, by updating your account preferences or, where applicable, by using the opt-out or unsubscribe mechanism, or any other means provided in the message you receive, or by contacting us. We reserve the right to notify you of changes or updates to the Service whenever necessary.

You have rights guaranteed by the privacy and data protection laws of Europe and certain other countries, which you may exercise free of charge:

* access to your personal data;
* rectification or deletion of your personal data;
* restriction of, or objection to, our processing of your personal data; and
* a copy of your personal data (right to data portability).

If you wish to exercise these rights, please submit your dataprotection@esi-group.com. We will respond to your request in accordance with applicable laws. To protect your privacy and security, we may need to contact you again to ask for proof of identity. You may also file a complaint with a data protection authority in the applicable jurisdiction.

1. **DATA SECURITY**

We implement technical and organizational measures to guarantee an appropriate level of security for the personal information we process. These measures aim to ensure the integrity, confidentiality and availability of personal information.

1. **SOCIAL MEDIA**

ESI Group uses several Social Media. You can establish the connection to these Medias and declare your consent to the transmission of data by clicking on “like”, or “share”…

If you do not want Social Media to collect data about you via our website, you have to log out of the Social Media before visiting our site. Another way to protect your privacy is to configure directly personal data parameters on the Social Media. You can consult the purposes and scope of the data collection as well as the provisions for the use of your data by the corresponding platform in the data protection provisions of the respective site operator.

1. **TERMS OF USE OF THE WEBSITE DOCUMENTS**

The documents you can download here are protected by the Copyright laws of their authors and beneficiaries. Your use of these documents should be strictly personal. Copies may be made only in the case of information sharing with your colleagues. Apart from this, you agree not to send the documents to any third parties, to respect the authors’ rights, not to change the text, or to remove the Copyright mentions.

1. **MODIFICATIONS**

We will update this privacy policy regularly. Any changes will be posted on this page with a current revision date. If we make material changes, we will notify you through the Service or by other means.

1. **CONTACT**

If you have any comments, questions or requests concerning this privacy policy or our processing of your data, please contact us at the following e-mail address: dataprotection@esi-group.com.
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